What are ack-implosions?

· A correct process will eventually deliver the message provided the multicaster does not crash
· note that IP multicast does not give this guarantee

· The primitives are called B-multicast and B-deliver
· A straightforward but ineffective method of implementation:

· use a reliable  1-1 send (i.e. with integrity and validity as above)



To B-multicast(g,m): for each process p e g, send(p, m);



On receive (m) at p: B-deliver (m) at p
· Problem 

· if the number of processes is large, the protocol will suffer from ack-implosion

Implementation of basic multicast over IP
· Each process p maintains:

·  a sequence number, Spg for each group it belongs to and

·  Rqg, the sequence number of the latest message it has delivered from process q 

· For process p to B-multicast a message m to group g

· it piggybacks  Sgp   on the message m, using IP multicast to send it

· the piggybacked sequence numbers allow recipients to learn about messages they have not received

· On receive (g,m, S) at p:

· if S = Rqg +1 B-deliver (m) and increment Rqg by 1

· if S < Rqg +1 reject the message because it has been delivered before

· if S > Rqg +1 note that a message is missing, request missing message from sender. (will use a hold-back queue to be discussed later on)
· If the sender crashes, then a message may be delivered to some members of the group but not others.

Reliable multicast
· The protocol is correct even if the multicaster crashes

· it satisfies criteria for validity, integrity and agreement
· it provides operations R-multicast and R-deliver
· Integrity - a correct process, p delivers m at most once. 
Also p e group(m) and m was supplied to a  multicast operation by sender(m)

· Validity - if a correct process multicasts m, it will eventually deliver m
· Agreement - if a correct process delivers m then all correct processes in group(m) will eventually deliver m
Agreement - every correct process B-multicasts the message to the others. If p does not R-deliver then this is because it didn’t B-deliver - because no others did either. 
· This protocol assumes groups are closed.  It uses:

· piggybacked acknowledgement messages

· negative acknowledgements when messages are missed

· Process p maintains:

·  Spg a message sequence number for each group it belongs to and 

· Rqg sequence number of latest message received from process q to g
· For process p to R-multicast message m to group g
· piggyback  Spg  and +ve acks for messages received in the form <q, Rqg >

· IP multicasts the message  to g, increments Spg by 1

