Ease of use becomes a difficult problem to analyze when discussing an intelligent system.  The main question is “at what point does a system created for ease of use and control, become too complex and in turn becomes difficult to program and use correctly?”  Lets take for example a lighting system.  Sensor switches, timers, and programmable schemes have all been invented to allow the user to not worry about controlling the lighting in his/her work/living environment.  A networked system can allow for control from across the world.  A vacation home can be easily monitored and remotely controlled, or the consumption of a large building tweaked and optimized.  Along with the worry free switching however, comes the programming and user interface of the system.  Oftentimes people become inconvenienced by lights turning off while they are still working, or lights turning on while they should remain off.  In an office building for example, the entire building can be set to an average 8-6 work day, allowing for time for the workers to come and prepare to work, and to leave comfortably when they are done.  Few workers will have to give much thought as to how the building is lit, eliminating something for them to think about.  Most of them will take the system for granted.  However, in special cases problems can arise when an employee decides to work late or come in early.  If they do not understand the system interface or cannot override, this becomes a large hindrance. The same thing can be said of a complex lighting scheme in a conference room, or a bathroom with sensors.  Many times the system is not at fault, but faulty programming of a difficult interface makes this a common problem.  As the technology progresses more options for switching, schemes, intensities, colors, etc. will possible, but the interface and control will have to evolve to accommodate the system.  Many owners and building managers are reluctant to install intelligent systems that control themselves for reasons similar to the example given.  It seems a balance between self control and ease of interface will have to be found and utilized. Networking may cause a potential program by potentially opening the door for hacking.  Total loss of control, or valuable security information can be gained through network access. The benefits of these systems are easy to see.  Less consumption, higher control, easier maintenance, and lower costs are common and of great benefit to owners and building managers.  However optimization of control and a need for increased public acceptance is required inorder for these systems to be fully taken into use in the mainstream construction community. 

