Timeouts on locks
· Lock timeouts can be used to resolve deadlocks

· each lock is given a limited period in which it is invulnerable.

·  after this time, a lock becomes vulnerable. 

· provided that no other transaction is competing for the locked object, the vulnerable lock is allowed to remain.

· but if any other transaction is waiting to access the object protected by a vulnerable lock, the lock is broken

·  (that is, the object is unlocked) and the waiting transaction resumes. 

· The transaction whose lock has been broken is normally aborted

· problems with lock timeouts

·  locks may be broken when there is no deadlock

·  if the system is overloaded, lock timeouts will happen more often and long transactions will be penalised

·  it is hard to select a suitable length for a timeout

